
Protecting Your Computer from Malware and Viruses  

Several security companies have free tools to scan your computer and remove this and other 
threats. You can go to http://www.dns-ok.us to make sure. Even if your computer is clean, it's 
a good idea to have it scanned regularly or install security software that does it automatically 
on a regular basis. More details on fixing your computer can be found here: 
http://www.dcwg.org/fix or http://us.norton.com/support/DIY/.  

Site to test computer settings: http://www.dns-ok.us.  

Consortium on DNSChanger: http://www.dcwg.org.  

To check and clean computers: http://www.dcwg.org.  

Canadian websites: http://www.dns-ok.ca/.  

Comcast Warning: http://forums.comcast.com/t5/Security-and-Anti-Virus/DNS-Changer-
Bot-FAQ/td-p/1215341.  

Google: http://googleonlinesecurity.blogspot.com/2012/05/notifying-users-affected-by-
dnschanger.html.  

Facebook: http://www.facebook.com/notes/facebook-security/notifying-dnschanger-
victims/10150833689760766.  
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